4/15/24, 9:27 AM BoardDocs® PL

Book Policy Manual

Section April 2024-Ready for Board

Title Vol. 41, No. 2 - Technology Update - January 2023 Policy Disposition Sheet
Code 02 - Disposition Sheet

Status

DISPOSITION OF NEW/REVISED/REPLACEMENT
POLICIES FOR BOARD ADOPTION

VOL. 41, NO. 2 - TECHNOLOGY UPDATE - JANUARY 2023

Coding for District-Specific Edits

*] = drafted by District staff

*2 = |f the material was a work for hire, that is, material the District paid someone else to develop but from whom the
District purchased the rights to publish

*3 = if the material is copyrighted to someone else from whom the District has secured permission to publish the material
{No code is needed for accepting Neola's vetted material)

District-Specific Edits

(1,2, 0or 3) Date Tabled |Date Rejected

Policy Number | Date Adopted

po7540

po7540.01

po7540.02

po7540.03

po7540.04

po8300

po8305

po8315

p09700.01

https:/igo.boarddocs.com/oh/coshc/Board.nsiPrivateTopendlogin#



4/15/24, 8:35 AM BoardDocs® PL
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Section April 2024-Ready for Board

Title Vol. 41, No. 2 - Technology Update - January 2023 Revised TECHNOLCGY
Code po7540

Status

Adopted April 11, 2002

Last Revised June 9, 2011

Revised Policy - Vol, 41, No, 2

7540 - TECHNOLOGY

The Board of Education is committed to the effective use of technology to both enhance the quality of student learning and
the efficiency of District operations.

§# 1 Students' use of the-Bistriet:sDstrict Information & Technology Resources (see definitions in Bylaw 0100) Is a privilege,
not a right. Students and their parents must sign and submit a Student Technology Acceptable Use and Safety form (%)
annuallyEND-OF-OPTION. (See also, Policy 7540.03)

The Superintendent shall develop ¢ h-recommend-for-approvel-by-the Board,fEND-6F-6PFIONT and implement a
written District Technology Plan (DTP). One (1) of the primary purposes of the DTP is to evaluate new and emerging

technologies and how they will play a role in student achievement and success and/or effi cient}_effective,; -and secured and
effeetive-District operations. {3-Fhe-Beerd-wil-financially-support,-as-the-budget-permits;the-BFF-ineluding

The DTP shall set forth procedures for the proper acquisition of technology. The DTP shall also provide guidance to staff and
students about making safe,[securé] appropriate, and ethical use of District [nformation & Technology Resources, as well as
inform both staff and students about disciplinary actions that will be taken if its fnfo_[m_a_tlgn,_&,.'rechnology Resources are
abused in any way or used in an inappropriate, illegal, or unethical manner. See Policy 7540.03 and AG 7540.03 - Student
Technology Acceptable Use and Safety, and Policy 7540.04 and AG 7540.04 - Staff Technelogy Acceptable Use and Safety.

The Superintendent (¥ ), in conjunction with the Technology Directof ~END-OF-OPTFIONT shall review the
DTP and (H ) report {Jrecommend-the-approval-of-[END-OF-OPTIONT any changes, amendments, or revisions to the
Board, ¥-onnualyEND-OF OPTEGN:

This policy, along with the Student and Staff Technology Acceptable Use and Safety policies and the Student Code of
Conduct, further govern students’ and staff members’ use of their personal communication dewces (see Policy 5136 and
Policy 7530.02). Users have no right or expectation of privacy when using District

Resourcesteennetegy—reseurees (including, but not limited to, privacy in the content of their personal files, e-mails, and
records of their online activity when using District Information & Technology/Resourc:
andier-Internet-connection).

Further safeguards shall be established so that the Board's anmmmmm

aeh-ieves—the—beneﬁts—ef—!eehnelegy and inhibits negative side effects Accordingly, students shall be educated about
appropriate online behavior Includlng, but not Ilmited to, using social media, which is defined in Bylaw 0100, to interact

with others online; Eommunicating - with| : In| uﬂngmmﬂmsamannmmiﬁmudﬁ'h'ﬁgs;s

https:/fgo.boarddocs.com/oh/coshc/Board.nsi/Private 7open&loging# 112



4{15/24, 9:35 AM BoardDocs® PL

audios {e.g9...podcasts)) and videodinteracting-with-otherindividuals-in-ehat-rooms-er-en-blegs; and recognizing what
constitutes cyberbullying, understanding cyberbullying is a violation of Board policy, and learning appropriate responses if
they experience cyberbullying.

Wﬁ%}
[x 1 FOFFEOM 1Y
Staff use of District-approved social media platforms/sites shall be consistent with Policy 7544.

Students must comply with Policy 5136, Policy 5722, Policy 7540.03, and Policy 7544 when using District knformation &
Technology Resources to access and/or use District-approved social media.

Similarly, staff must comply with Policy 7544, Policy 7540.04, and Policy 7530.02 when using District Informasion &
ffechnology.Resourcedtechnelogy-reseurees to access and/or use District-approved soclal media platforms/sites.

© Neola 201923
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Section April 2024-Ready for Board

Title Vol. 41, No. 2 - Technology Update - January 2023 Revised TECHNCLOGY PRIVACY
Code po7540.01

Status

Adopted July 17, 1997

Last Revised february 12, 2009

Revised Policy - Vol, 41, No, 2

7540.01 - TECHNOLOGY PRIVACY

The Board of Education recognizes its staff members' right to privacy in their personal lives. This policy serves to inform
staff members of the Board's position with respect to staff member privacy in the educational and workplace setting and to
protect the Board’s interests.

All Dlstrict

e b

Enﬂthe—&eerd—s—prepeﬁy—end—me intended to be used for business purposes. The Board retains the right to access and
review all Information[& Technology] Resources (as defined in Bylaw 0100) including, but not limited to, electronic and voice
mall, computer files, databases, and any other electronic transmissions contained in or used in conjunction with the Board's
computer system/network, telephone system, electronic mail system, and voice mail system. Staff members shall be
notified that they have no expectation that any personal information/data maintained, stored, or transmitted on or

through such systems is confidential or privatei.maaﬂlesmmnetmm:&lgﬂnisamﬁvsmmmmmmmﬁm
bervicd.

Review of such information may be done by the Board with or without the staff member's knowledge. The use of passwords

——

mefhe:means.ntmﬂmjum
bot guarantee confidentiality.

Mmu]ﬂfasm.aumennﬂnm (Mfmm;e;ﬁnmueﬁ.gm

: alii: : . o8 : : . (M) A passwords or
securlty codes must be reglstered wlth the Board {-EHB—OF—OPT—!ON-} A staff members refusal to permlﬂ_o_[_q_thgmls,d
facllitatd such access may be grounds for discipline, up to and including discharge.

DistrictfInformation & Technology Resources are to be used{—3-emyl (X} primarlly END-OF-OPFEON for business and
educational purposes.

htips://go.boarddocs.com/oh/coshc/Board.nsfiPrivate Popen&login#
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Personal messagesfemalls) Images,.audios._and_videos sent via Di: & Technology. Resoursesvie-Beard-
owned-technotogy should be limited in accordance with the Superintendent's guldelines Staff members are enc0uraged to
keep their personal records and personal business bgpa = “Tech)

heme. Because District Information &technology Resources are to be used primarily for business and educational
purposes, staff members are prohibited from sending offensive, discriminatory, or harassing essages/emalls,.images)
audlos, or videodeomputen-electrontcorvelee-mat-messages.

(END-GF-DRTHON- 2T
EENE-OFR-ORTERNET

District [nformation &!Technology Resources must be used properly. Review of District: on. B-Technology.
Egmmgﬂeompu!er—ﬁles—de&mn—mﬂ—and—voiee—mud will only be done in the ordinary course of business and will be
motivated by a legitimate business reason. If a staff member's personal information is discovered, the contents of such
discovery will not be reviewed by the Board, except to the extent necessary to determine if the
memﬁﬂﬁmmﬂﬂdem constitute a public record or if the Board's interests have been
compromised. Any bersonal information/datdinfermatien discovered will be limited to those who have a specific need to

know that information.

The administrators and supervisory staff members authorized by the Superintendent{shall have the authority to search and

access Electronic/digltal Information/data maintained; stored;.and/or transmitted on or.through District Information/8
ffechnology Resourcedinformation-eiectronicaty.

All District Wﬁﬂmmnlmﬁmhsuwmmm .of and/or.under.thd

Turisdiction: of the Board. Staff members shall not copy,
delete, or remove any information/data contained on District Enformation &lTechnology Rescurces without the express
permission of the Superintendent or communicate any such information to unauthorized individuals. In addition, staff
members may not Hownlcad: cony,or installespy software onto any DistrictiInfprmation & Technology Resources and may
not bnngfgrjggg_sﬂ software from outside sources for use on District{Information 8 Technology Resources without the prior
approval of the Director. _oﬁe_ﬁn_oToav., - Such pre-approval shall include a review of any[secyrity)
brivacy) copyright Infringements§ or virus problems associated with such outside software.

© Neola 203623
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Section April 2024-Ready for Board

Title vol. 41, No. 2 - Technology Update - January 2023 Revised WEB ACCESSIBILITY,
CONTENT, APPS, AND SERVICES

Code po7540,02

Status

Adopted April 11, 2002

Last Revised April 11, 2019

Revised Policy - Vol. 41, No, 2

7540.02 - WEB ACCESSIBILITY, CONTENT, APPS, AND SERVICES
A. Creating Content for Web Pages/Sites, Apps, and Services
The Board of Education authorizes staff members (¥ ) and students fENB-OF-OPTION] to create content, apps,

and services (see Bylaw 0100 Def mtlons) that EEwi-H-be hosted by the Board on its servers or District-affiliated
- . ;e sanctions the use ot] and/or published on the Internet.

The content, apps, and services must comply with State and Federal law (e.g., copyright laws, Children's Internet
Protection Act (CIPA), Section 504 of the Rehabilitation Act of 1973 (Section 504), Americans with Disabilities Act
(ADA), and Children's Online Privacy Protection Act (COPPA)) and reflect the professional image/brand of the
District, its employees, and students. Content, apps, and services must be consistent with the Board's Mission
Statement, and staff-created content, apps, and services are subject to prior review and approval of the
Superintendent before being published on the Internet and/or used with students.

CATEAEENFEALWALTALI

§ ] Student-created content, apps, and services are subject to Policy 5722 - School-Sponsored Stedent-Publications
and Productions.

(8 1 The creation of content, apps, and services by students must be done under the supervision of a professional
staff member.

{END-OF-OPTIONS]

B. Purpose of Content of District Webh Pages/Sites, Apps, and Services
The purpose of content, apps, and services fovered by/tHls policyhested-by-the-Board-on-its-servers-erDistrict-
effillated-servers is to educate, inform, and communicate. The following criteria shall be used to guide the
development of such content, apps, and services:

1. Educate

Content should be suitable for and usable by students and teachers to support the curriculum and the
Board's Objectives as listed in the Board's Strategic Plan.

2. Inform

Content may inform the community about the school, teachers, students, or departments, including
information about curriculum, events, class projects, student activities, and departmental policies.

3. Communicate

https://go.boarddocs.com/oh/coshc/Board.nsf/Private?opendlogink
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Content may communicate information about the plans, policies, and operations of the District to members of

e

the public and other persons who may be [nterested In and/orjaffected by District matters.

The information contained on the Board's website(s) should reflect and support the Board's Mission Statement,
Educational Philosophy, and the-School Improvement Process.

When the content includes a photograph or personally identifiable information relating to a student, the Board will
abide by the provisions of Policy 8330 - Student Records.

Under no circumstances are District-created content, apps, and services to be used for commercial purposes,
advertising, political lobbying, or to provide financial gains for any individual. Included in this prohibition is the fact
no content contained on the District's website may: (1) include statements or other items that support or oppose a
candidate for public office; the investigation, prosecution, or recall of a public official; or passage of a tax levy or
bond Issue; (2) link to a website of another organization if the other website includes such a message; or (3)
communicate Information that supports or opposes any labor organization or any action by, on behalf of, or against
any labor organization.

[¥ ] Under no circumstances is staff member-created content, apps, and services, including personal web
pages/iefisites, to be used to post student progress reports, grades, class assignments, or any other similar class-
related material. Employees are reqwred to use the Board speciﬂed website, app, or service (e.g.,

——— [Progressbook g) for the purpose of conveying information to
students and/or parents.[END-OF-OPTION

1 Staff members are prohibited from requiring students to go to the staff _members personal web pages/héﬁsltes
{including, but not limited to, their Facebook, Instagram, er-Pinterest pages
to check grades, obtain class assignments and/or class-related materials, and/or to turn in asslgnments.

fEND-OF-OPTION

)

B 1 If a staff member creates content, apps, andfof services related to fhe staff member'dmisther class, it must be
hosted on the Board's server or a District-affiliated server. {EEND-OF-OPTION

¥ 1 Unless the content, apps, and services contain student personally identifiable information, Boardfsponsored
websites, apps, and services that are erepted-by-students-andferstefi-members-that-are-peosted-hublished on the
Internet should not be password protected or otherwise contain restricted access features, whereby only employees,
student(s), or other limited groups of people can access the site. Community members, parents, employees, staff,
students, and other website users will generally be given full access to the Board's website(s), apps, and services.
FENE-OF-0PFZON

Web content, apps, and services should reflect an understanding that both internal and external audiences will be
viewing the information.

The Superintendent shall prepare administrative guidelines defining the rules and standards applicable to the use of
the Board's website and the creation of content, apps, and services by staff (§ ) and studentsEND-OF-OPFION.

T e

The Board retains all proprietary rights related to the design of Bnd
services-that-are-hosted-an-Beard-owned-or-District-afflinted-semvers, absent wrltten agreement to the contrary.

C. Website Accessibility

https://go.boarddocs.comfoh/coshc/Board.nsf/Private?openélogin#
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The District is committed to providing persons with disabilities an opportunity equal to that of persons without
disabllitles to participate in the District’s programs, benefits, and services, including those delivered through
electronic and information technology, except where doing so would impose an undue burden or create a
fundamental alteration. The District is further committed to ensuring persons with disabilities are able to acquire the
same information, engage in the same interactions, and enjoy the same benefits and services within the same
timeframe as persons without a disability, with substantially equivalent ease of use; that they are not excluded from
participation in, denied the benefits of, or otherwise subjected to discrimination in any District programs, services,
and activities delivered online, as required by Section 504 and Title II of the ADA and their implementing
regulations; and that they receive effective communication of the District’s programs, services, and activities
delivered online.

Bnd intention to comply with the requirements of Section 504 of the Rehabllitation Act of 1973, 29 U.S.C. 794, 34
C.F.R. Part 104, Title II of the Americans With Disabilities Act of 1990, 42 U.S.C. 12131, and 28 C.F.R. Part 35 in all
respects.

1. Technical Standards

The District will adhere to the technical standards of compllance identified at
Hrsertlinlcte-the-District's-websitedr The District
measures the accessibility of online content and functlonallty according to the World Wide Web Consortium’s
[W3CTs)Web Content Accessibility Guidelines (WCAG) 2.0 Level AA and the Web Accessibility Initiative -
Accessible Rich Internet Applications Suite (WAI-ARIA 1.1) for web conten

2. Web Accesslibllity Coordinator

The Board designates its (—)-SeeHon—SW\BA—Gompﬁance—Geerdmm(-&) M ) Technology Director L 3 ]
ENB—OF—OP’I‘-!GNG} as the Distrlct' :

https://go.boarddocs.com/oh/coshe/Board.nsffPrivate ?opendlogin#
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# 1 foPTIoN-23

The District's WMM can be reached at
ogy.Director]

3. Third Party Content

Links included on the Board's website(s), that pertain to its programs,
benefits, and/or services must also meet the above criteria and comply with State and Federal law (e.g.
copyright laws, CIPA, Section 504, ADA, and COPPA). While the District strives to provide access through its
website te online content provided or developed by third parties {including vendors, video-sharing websites,
and other sources of onlinefdigital content) that is in an accessible format, it is not always feasible. The
District's administrators and staff, however, are aware of this requtrement with respect to the selectlon of
online content provided to students. The District's Wab AccessThillty Cc !

eoordinator-or-msther designeefls§ will vet online content available on its website[apps,.

thots related to the Dlstrict S programs beneﬂts and/or servlces for compliance with this criteria for all new
content : '

Nothing in the preceding paragraph however, shall prevent the District from including links on the Board’s

a. recognized news/media outlets (e.g., local newspapers' websites, local television stations' websites);
or

b. websites, services, and/or apps that are developed and hosted by outside vendors or organizations
that are not part of the District’'s program, benefits, or services.

consistent with the

requlrements of Pollcy 9700 01 AG 97003 and State and Federal law.

4. Regular Audits

The District will, under the direction of the Wab'Accessibllity. Coordinafor(s) or designee(s)jwet-aceeasibitity
eoordinater(s)-er-hisfher/their-designees; at regular intervals, audit the District's online content and measure
this content against the technical standards adopted above.

(¥ ] This audit will occur (-et-teast-annualiy (§ )} no less than once every two (2) years (END-OF
CRFIORT.

If problems are identified through the audit, such problems will be documented, evaluated, and if necessary,
remediated within a reasonable period of time.

5. Reporting Concerns or Possible Violations

D. Instructional Use of Apps and Services

The Board authorizes the use of apps and services to supplement and enhance learning opportunities for students
elther in the classroom or for extended leaming outside the classroom.

{SELECT-OPTION-#1-or#2]-

https://go.boarddocs.com/oh/coshc/Board.nsf/Private topendlogin# 4/6
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{  HOPTIOMN #31

[k 1 fePrFremnw2)-

A teacher who elects to supplement and enhance student learning through the use of apps and/or services is

responsible for verifying/certifying to the {3-Superintendent (¥ ) Technology.Director——-————FENB-OF
OPTIONT that the app and/or service has a FERPA-compliant privacy policy and it complies with all requirements of

the COPPA and CIPA;, {)-end-Section-504-and-theABAFEND-OF-OPTIONT—

{END-OF-OPTFION-#2]}

The Board further requires (ﬂ ) the use of a Board-issued e-mail address in the login processip EFenorwailicn

E. Training

The District will provide (—)—gn-nuﬂ (H ) periodlc EENB-OFBFI'-IGN-} training for its employees who are responsible
for creating xeb content or. ' so that

these employees are aware of this Policy and understand their roles and responsibilities with respect to web
design Bnd r.uploading ofldocuments and multimedia content.

F. One-Way Communication Using District WahgltéGontent, Apps, and Services

T its. website/web pages frhe-Bistriet-is-autherired-to-use-web-pagesisites; apps, and

services to promote school activities and inform stakeholders and the general public about District news and
operations.

Such communications constitute public records that will be archived.

When the Board or Superintendent designates communications distributed via District web pages/sites, apps, and
services to be one-way communication, public comments are not solicited or desired, and the website, app, or
service is to be considered a nonpublic forum.

If the District uses an app and/or web service that does not allow the District to block or deactivate public

comments} tergFacebooic-which-docsnet-atiow-comments-to-be-turned-eff—erJwitter which-deesnotpermit-users

L

to-disable-private-messnges-er-mentionsireplies); the District’s use of that
serviee-will-be subject to Policy 7544 - Use of Social Media unless the District is able to automatically withhold all

public comments.

If unsolicited public comments can be automatically withheld, the District will retain the comments in accordance
with its adopted record retention schedule (see AG 8310A - Requests-fer-Public Records and AG 8310E - Record
Retentlon and Disposal), but it will not review or consider those comments.

public-comments-on-social-media—Uniess-dictated by Sta_ "‘ tawr-retention-periods-esta y

© Neola 201953
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Book Policy Manual

Section April 2024-Ready for Board

Title Vol. 41, No. 2 - Technology Update - January 2023 Revised STUDENT TECHNOLOGY
ACCEPTABLE USE AND SAFETY

Code p07540.03

Status

Adopted April 11, 2002

Last Revised December 21, 2017

Revised Policy - Vol. 41, No, 2

7540.03 - STUDENT TECHNOLOGY ACCEPTABLE USE AND SAFETY

Technology Hlrectly affectinas-fundamentally-aitered the ways in which information is accessed, communicated, and

transferred in society. Educators are expecfed Tdas-a-result—eduestors-are continually(adapl edapting-their means and
methods of Instructlon and the way they approach student leaming to Incorporate the ;
. - 1 F—_-'-' I

*eehnehgy—Resourees—(as—deﬂaed—h—Bﬂa-w—e-l-OO) to support the educational and professlonal needs of its students and
staff. With respect to students, District[Informatfon 8 Technology Resources afford them the opportunity to acquire the
skilis and knowledge to learn effectively and live productively in a digital world. The Board provides students with access to
the Internet for-limited educational purposes only and utilizes online educational services/apps to enhance the instruction
delivered to its students. The District's computer network and Internet system doesfid not serve as a public access service
or a public forum and the Board imposes reasonable restrictions on its use consistent with its EtatedHmited educational

purpose.

The Board regulates the use of District [nformation & Téchnofogy Resources In a.manner
sy-prineiples consistent with applicable local, State, and Federal laws, the District's educational mission, and articulated
expectations of student conduct as delineated in the Student Code of Conduct. This policy and its related administrative
guidelines and the Student Code of Conduct govern students’ use of District Wechnology Resources and

v. Eesources]

students’ personal communication devices when they are connected to DI

H-ke)- Because its mechnology Resources are not unllmlted the Board W-hee—also—hst-ﬁu@ed

restrictions aimed at preserving these resources, such as placing limits on use of bandwidth, storage space, and printers.

Btudentsisers-have no right or expectation to privacy when using District [nformation &lITechnology Resources (including,
but not limited to, privacy in the content of their personal files, E,E'ss_agéﬂe-malls, and records of their online activityf

hitps:/fgo.boarddocs.com/oh/coshc/Board.nsfPrivate?open&login# 174
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researeh-reinted-to-the-curricahum—Uniike-inthepast-when-educators-and-community-members-had-the-opportumity to
review and screen materials to assess their appropriateness for supporting and enriching the curriculum according to
adopted guidelines and reasonable selection criteria (taking into account the varied Instructlonal needs, Ieamlng styles,

1 sy e e

abilities, and developmental Ievels of the students who would be exposed to them)ﬂ when sl

Pursuant to Federal law, the Board technology protection measures that protect against (e.g.,
filter or block) access to visual displays/depictions/materials that are obscene, constitute child pornography, and/or are
harmful to minors, as defined by the Children's Internet Protection Act{{CIPA]. At the discretion of the Board or the
Superintendent, the technology protection measures may be configured to protect against access to other material
considered inappropriate for students to access. The Board also utilizes software and/or hardware to monitor the online
activity of students to restrict access to child pornography and other material that is obscene, objectionable, inappropriate,
and/or harmful to minors. The technology protection measures may not be disabled at any time that students may be using
Dlstnct{Tn[QﬁnaM Technology Resources if such disabling will cease to protect against access to materials that are
prohibited under CIPAjthe-Chitdrens-internet-Proteetiom-Aet- Any student who attempts to disable the technology protection
measures will be subjeet-te-diseintinellsciplined.

The Superintendent or [E_c'ﬁnp]hgyi,mmm,_— may temporarily or permanently unblock access to__websues or
online educational services/apps containing appropriate material if access to such sites has been[mistakenty, Improperly. of

nagvi blocked by the technology protection measures. The determination of whether material is
appropriate or inappropriate shall be based on the content of the material and the intended use of the material, not on the
protection actions of the technology protection measures.

Parents are advised that a determined user may be able to gain access to ;

andior-resoureces-on-the-Intermet that the Board has not authorized for educational purposes. In fact, it is impossible to
guarantee students will not gain access through the Internet to hkmatmnd-eemmeatwmﬁmmn] that they and/or
their parents may find inappropriate, offensive, objectionable, or controversial. Parents of minors are responsible for setting
and conveying the standards that their children should follow when using the Internet.

Pursuant to Federal law, students shall receive education about the following:

A. safety and security while using e-mail, chat rooms, social media, and other forms of direct electronic
communications}

B. the dangers inherent with the online disclosure of personally identifiable information

C. the consequences of unauthorized access (e.g., "hacking”, "harvesting”, "digital piracy”, "data mining", etc.),
cyberbullying, and other unlawful or inappropriate activities by students onlinel; and

D. unauthorized disclosure, use, and dissemination of personally-identifiable information regarding minorsj

Wwd—enﬂne—safetv—and—eeeuﬂér—m—speeﬁed—ebeve- Furthermore, staff members will monitor the online activities
of students while fhey atglat school.

x] Monltoring’ may,lnclude,.but Ts,not. necessaﬁfy fimited to;’ visualiobersvatlons of online actlvltles during clas{
essions, ; or. use of specific' monitoring; tools'to [evlgmb[gwgg[ history and|network; server,. andicomputer. logs:|

https://go.boarddocs.com/oh/coshc/Board.nsf/Private?opend&login#
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H J Students will be assigned a BIstrict-providedischool email account that they are required to utilize for all school-related
electronic communications, including those to staff members, peers, and-individualsy and/or organizations outside the
District with whom they are communicating for school-related projects and assignments. (¥ ) Further, as directed and
authorized by their teachers, they shall use their school-assigned efimail account when signing-up/registering for access to
various online educational services -

ed-ueeﬂene{-pufposes:EENB-Bl'—OPHON

Students are responsible for good behavior when using District [ echnology Resources - I.e., behavior

communlcation apply. The Board does not approve any use of its [ & ITechnology Resources that is not authorized
by or conducted strictly in compliance with this policy and its accompanying guidelines.

¥ ] Students may only use District [nformatlon &fTechnology Resources to access or use social media if it is done for
educational purposes in accordance with their teacher's approved plan for such use.

https://go.boarddocs.com/oh/coshc/Board.nsf/Private Popen&login#



4/15/24, 9:36 AM BoardDocs® PL

Users who disregard this policy and its accompanying guidelines may have their use privileges suspended or revoked and
disciplinary action taken against them. Users are personally responsible and liable, both civilly and criminally, for uses of
District [nformation &lTechnology Resources that are not authorized by this policy and its accompanying guidelines.

The Board designates the Superintendent and Ehe Technology. Director ———————— as the administratorfis responsible
for initiating, implementing, and enforcing this policy and its accompanying guidelines as they apply to students’ use of

District [nformation &!Technology Resources.

© Neola 203753

Legal P.L. 106-554, Children's Internet Protection Act of 2000
18 U.S.C. 1460
18 U.S.C. 2246
18 U.S.C. 2256
20 U.S.C. 6777, 9134 (2003)

20 U.S.C. 6801 et seq., Part F, Elementary and Secondary Education Act of 1965, as
amended (2003)

47 C.F.R, 54.500 - 54,523
47 U.S.C. 254(h), (1), Communications Act of 1934, as amended (2003)
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Section April 2024-Ready for Board

Title Vol. 41, No. 2 - Technology Update - January 2023 Revised STAFF TECHNOLOGY
ACCEPTABLE USE AND SAFETY

Code po7540.04

Status

Adopted April 11, 2002

Last Revised December 21, 2017

Revised Policy - Vol. 41, No, 2

7540.04 - STAFF TECHNOLOGY ACCEPTABLE USE AND SAFETY

Technology &e&&,aﬁﬂéhas—iundemeﬂd&u&efed the  ways in which mfom'latlon is accessed, communicated, and

transferred in society. Educato cted to afly adapias apting their

means and methods of Instruction and the way they approach student Iearnlng to lncorporate the [Ees;_tgchn,bjggles}mst—;
dime—and—uﬁqu&nsmeemﬂebleﬂmgh—th&!ﬂefﬂet— The Board of Education provndes !

m——rt

bistrict Information '8
end—infennaﬂeﬂ-nesewees-{es-deﬂned-by-ath-e-}%) to support the educational and professional needs of Its staff and

students. The Board provides staff with access to the Internet for-limited educational purposes only and utilizes online
educational serwces/apps to enhance the instruction delivered to its students and to facilitate the staff’s work. The District’s
Eomputer netw Internet system deesfld not serve as a public access service or a public forum and the Board
imposes reasonable restrictions on its use consistent with its Efatednmited educational purpose.

The Board regulates the use of District Teehnology-ane-infermeationinformation & Technologyl Resources by principles
consistent with applicable local, State, and Federa! laws, and the District’s educational mission. This policy and its related
administrative guidelines () Policy 7544-and-AG 7544, LENB-OF-OPFEON] and any applicable employment contracts
and collectlve bargaining agreements govern the stafi’s use of Districh the-Biotrietis Fechnetogy—infermatieninformation &

Resources and staﬁ-a-personal communicatlon devices when they are connected to the District’s W

__

Staff members are prohibited from using District Feehnelegy-&-infermation '
In illegal conduct (e.g., libel, slander, vandalism, harassment, theft, plagiarism, inappropriate access, etc.) or conduct that

violates this Policy and its related administrative guidelines {e.g., making personal attacks and injurious comments,
invading a person ‘s privacy, etc. ) Nothlng hereln, however shall lnfrlnge on a staff member’s First Amendment rights,

institute restnctlons aimed at preservmg these resources, such as placing limits on use of bandwidth, storage space, and
printers.

Eiaif memberdusers have no right or expectation to privacy when using District Technotogy-and-informetien[nformation’d
Fechnoloay Resources (including, but not limited to, privacy in the content of their personal files, [nessagesje-mails, and

records of their online activity-when-using-the-Districtie-computernetworicand/orinternet-conneetion),
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Staff members are expected to isdutitize District Fechnology-Sand-Information v Resources to
promote « educatlonal excellence in our schools by providing students with the opportunity to develop resedree

, innovation, and communication skills and tools that are essential to both life and work. The Board
encourages the faculty to develop the appropriate skills necessary to effectively access, analyze, evaluate, and utilize these
resources in enriching educational activities. The instructional use of the Internet and online educational servicesfappd will
be guided by Board Policy 2520 - Selection of Instructional Materials and Equipment.

The Internet is a global |nformat|on and communication network that bnngs mcredlble education and information resources
to our students. The : : dwide—~Through
the Internet, students and staff can access relevant Informatlon that will enhance thelr leaming and the education
process. Further, District [nformation BTechnology Resources provide students and staff with the opportunity to
communicate with peopidetherpeeple-from throughout the world. Access to such an incredible quantity hnd diversftylof

information and resources brings with it, however, certain unique challenges and responsibilities.

to review and screen
al materlals to assess their appropriateness for supporting and enriching the curriculum according to adopted guidelines
and reasonable selection criteria (taking into account the varied Instructlonal needs Iearnlng styles, abilities, and

- of students”education takd

Pursuant to Federal law, the Board has implemented technology protection measures that protect against (e.g., filter or
block) access to visual displays/depictions/materials that are obscene, constitute child pernography, and/or are harmful to
minors, as defined by the Children’s Internet Protection AcHTCIPAY. At the discretion of the Board or Superintendent, the
technology protection measures may also be configured to protect against access to other material considered
inappropriate for students to access. The Board also utilizes software and/or hardware to monitor online activity of staff
members to restrict access to child pornography and other material that is obscene, objectionable, inappropriate, and/or
harmful to minors. The technology protection measures; may not be disabled at any time that students may be using the
District [nformation &lvechnology Resources if such disabling will cease to protect against access te materials that are
prohibited under CIPA}-the-Children‘s-Internet-Fretectionet: Any staff member who attempts to disable the technology
protection measures without express written consent of an appropriate administrator will be Hlsciplinedswbieet-te
diseiptinary-aetion, up to and including termination.

The Superintendent or fhe Technology, Diregtor} may temporarily or permanently unblock
access to websites or onllne educatlonal servuces/apps containing appropriate material if access to such sites has
been Ay, orina blocked by the technology protection measures. The

determination of whether material is appropnate or inappropriate shall be based on the content of the material
and the intended use of the materlal‘ not on the protection actions of the technology protection measures. (H )

The Superintendent or &Techr_lologx ujgg;g; ——— may also disable the technology protection measures
to enable access for bona fide research or other lawful purposes.

Staff members will participate in professional development programs in accordance with the provisions of law and this
policy. Training shall include:

A. the safety and security of students while using e-mall, chat rooms, soclal media, and other forms of direct electronic
communications;

B. the inherent danger of students disclosing personally identifiable information online;

C. the consequences of unauthorized access {e.g., "hacking”, "harvesting®, "digital piracy”, "data mining", etc.),
cyberbullyingl and other unlawful or inappropriate activities by students or staff online; and

D. unauthorized disclosure, use, and dissemination of personally-identifiable information regarding minors.
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§# 1 Monitoring may include, but is not necessarily limited to, visual observations of online activities during class sessions: or
use of specific monitoring tools to review browser history and network, server, and computer logs. i[-END-O-F—OPH-ON

The disclosure of personally identifiable information about students online is prohibited.

H ] Staff will be assigned a BIstrci-providedischool efimail address that they are required to lisd-utitize for all school-related
electronic communications, including those to students, parents and other constituents, fellow staff members, and vendors
or individuals seeking to do business with the District. ENB-OF-OPFION

H 3 with prior approval from the Superintendent or fhe Technology Dlrector] - staff may direct students
who have been issued school- assigned eﬁmall accounts to use those ‘accounts when signing-up/registering for access to

Staff members are responsible for good behavior when using District
Resources - I e., behavior comparable to that expected when they are in

on the Internet are often public In naturef ge;

W The Board does not approve any use of #sDIstrict

Resources that is not authorized by or conducted strictly in compliance with this pollcy and its accompanying guidelinef] &

[H ] Staff members may only use District [nformatfon &lTechnology Resources to access or use soclal media if it is done for
educational or business-related purposes.[END-OF-OPTION

B 1 Staff members' use of District [nformation B Technology Resourcegteehnology-resourees to access or use social media is
to be consistent with Policy 7544 and its accompanying guideline.fEND-OF-OPTION

§ 1 An employee’s personal or private use of social media may have unintended consequences. While the Board respects its

Fﬁj?‘ﬁ:ﬁ Bﬁrﬁi @endn}ent gight?. m rights do not include permission to post inflammatory comments that could
S the Disticts mIssIeh, ine staff relationships, or cause a substantial disruption to the school
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environment. This warning includes staff members’ online conduct that occurs off school property including from the
employee's personal communication device. Postings to social media should be done in a manner sensitive to the staff

member's professional responsibilities. {END-OF-OPTION]Generalschootrulesfor-behavior-and-communicationapply-

Users who disregard this policy and its accompanying guidelines may have their use privileges suspended or revoked, and
disciplinary action taken against them. Users are personally responsible and liable, both civilly and criminally, for uses of
District Teehnelogy-Infermatieninformation. & Technologyl Resources that are not authorized by this policy and its
accompanying guidelines.
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The Board designates the Superintendent and fhe Technology Directort as the administratorfs}
responsible for initiating, implementing, and enforcing this policy and Its accompanying guidelines as they apply to staff
members’ use of District Teehnolegy-informationinformation & fechnologyt Resources.

In addition, Federal and State confidentiality laws forbid schools and their employees from using or disclosing student
education records without parental consent. See Policy 8330. Education records include a wide variety of information;
posting personally identifiable information about students is not permitted. Staff members who violate State and Federal -

L T e —

confidentiality bnd/oftews-er privacy laws related to the disclosure of Etudent or emgloyee personally.ider
student-or-empleyee information may be disciplined.

Staff members retain rights of communication for collective bargaining purposes and union organizational activities.

© Neola 203933

Legal P.L. 106-554, Children's Internet Protection Act of 2000
18 L.S.C. 1460
18 U.S.C. 2246
18 U.S.C. 2256
20 U.S.C. 6777, 9134 (2003)

20 U.S.C. 6801 et seq., Part F, Elementary and Secondary Education Act of 1965, as
amended

47 C.F.R. 54.500 - 54,523
47 U.5.C. 254(h), (1), Communications Act of 1934, as amended (2003)
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Section April 2024-Ready for Board

Title Vol. 41, No. 2 - Technology Update - January 2023 Revised CONTINUITY OF
ORGANIZATIONAL OPERATIONS PLAN

Code po8300

Status

Adopted June 15, 2017

Ravised Policy - Vol. 41, No. 2

8300 - CONTINUITY OF ORGANIZATIONAL OPERATIONS PLAN

The Continuity of Organizational Operations Plan (COOP) provides the District with the capability of conducting its essential
operations under all threats and conditions§ with or without warning. Having a plan to recover from any type of disaster
regardless of the severity and consequences of the emergency is critical to the recovery of operations and nin[mizingean
minimize the impact on the District’s teaching and learning, personnel, facilities, technology, transportation, food service,
and other functional resources.

Scope of the Continuity Plan

The primary objective of the COOP is to restore the District’s critical operational functions and the learning environment as
quickly as possible after a crisis or threat event bccurghes-eceurred. A COOP contains critical and sensitive information that
Is confidential and exempt from public disclosure.

Planning for the continuity of operations of a school system in the aftermath of a disaster is a complex task. The current
ehenging threat environment and recent emergencies, including acts of nature, accidents, technological emergencies,
Evberattacks,Jand terrorist attacks and threats, have increased the need for viable continuity capabilities and plans that
enable the District to resume and continue the essential functions in an all-hazards environment across a full spectrum of
emergencies. Such conditions have increased the importance of having continuity plans in place that provide stability of
essential functions across the various levels of public government and private enterprises.

The planning and development of continuity of an organizational operations plan, as well as the ongoing review{ testing)
and revision of such a plan, is important for the overall District (M ) and also for each school (3-and-department in the

District-FEND-OF-OPTIONS].

The District-wide plan describes how the District will respond as a total organization to a given emergency and describes
the centralized resources and how they will be organized to implement command and control necessary to function during
the life cycle of the event. Individual school and[depariment depertmentat-plans contain the details related to the continuity
plan for those specific sites and functional areas to prepare for an event, communicate throughout the duration of an event,
assess the impact of an event on essential functions in the unit, respond to the event, and detail what will be done to
recover from the event,

Preparation for, response to, and recovery from a disaster affecting administrative, educational, and support functions of
the District’s operations requires the cooperative efforts of external organizations, in partnership with the functional areas
supporting the business of the District. This includes local government agencies, law enforcement, emergency
management, medical services, and vendors necessary to District operations. The COCP outlines and coordinates all efforts
by the District] in cooperation with other local and State agencies and businesses] to restore the essential functions of the

District-te-the-largeriocal-community post-disaster.

The Superintendent shall Bevelop andlrecommend the COOP for Board of Education review and approval; however, the
COOP shall be considered a confidential document not subject to release under State public records laws, and accordingly,

no copies shall be provided for public review-guring-the-adoption-process.
The Superintendent shall conduct (3-ar-annuet (B ) a periodic tEND-OF-OPFION] review of the COOP.
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Book Policy Manual

Section April 2024-Ready for Board

Title Vol. 41, No. 2 - Technology Update - January 2023 Revised INFORMATION SECURITY
Code po8305

Status

Adopted June 15, 2017

Revised Policy - Vol, 41, No. 2

8305 - INFORMATION SECURITY

The District collects, classifles, and retains data/information from and about students, staff, vendors/contractors, and other
individuals, about programs and initiatives undertaken by the school system, and about and related to the business of the
District. This fiatalinformation may be in hard copy or digital format and may be stored in the District or offsite with a third
party provider.

i collected by the District shall be classified as Confidential, Controlled, or

Published. Baﬂﬂnfam&mﬁa’ﬁﬂn{g‘fmaxmﬂ will be considered Controlled until identified otherwise.

Protecting District Information Resources {as defined in Bylaw 0100) is of paramount importance. Information security
requires everyone’s active participation to keep the District’s data/information secure. This includes Board of Education
members, staff members/employees, students, parents, contractors/vendors, and visitors who use Distri '
Technology Resources (as defined in Bylaw 0100)-and-information-Resourees.

Individuals who are granted access to data/information collected and retained by the District must follow established
procedures so that the tiata/information is protected and preserved. Board members, administrators, and all District staff
members [X),Jas well as contractors, vendors, and their employees, [END-OF-OPTION granted access to data/information
retained by the District are required to certify annually that they shall comply with the established information security
protocols pertaining to District data/information. Further, all individuals granted access to Confidential Data/Information
retained by the District must certify annually that they will comply with the information security protocols pertaining to
Confidential Data/Information. Completing the appropriate section of the Staff Technology Acceptable Use and Safety form
(Form 7540.04 F1) shall provide this certification.

All Board members, staff members/employees, students, contractors/vendors, and visitors who have access to Board-
owned or managed data/information must maintain the security of that data/information and the District [nformation'8
Technology Resources on which it is stored.

If an individual has any questions concerning whether this Policy and/or its related administrative guidelines apply to
mimymerfhieni or how they apply to heherthiend, the individual should contact the District’s Technology Director or
Information Technology Department/Office.

The Superintendent shall develop administrative guidelines that set forth the internal controls necessary to provide for the
collection, classification, retention, access, and security of District Data/Information.

i e T e e

Further, the Superintendent is
implemented in the event of an unauthorized release or breach of data/unformatlon These procedures shall comply with the
District’s legal requirements if such a breach of personally-identifiable information occurs.

The Superintendent shall requnre Mmﬁmmjn” T e P My mpeer ey

..... =laked-ie . 5 g to the data/information that

they collect{anﬂlﬁmwsjﬂ,—to—which—they—hwe—aeeese— and for which they Eﬂwould—be responsible for the security

protocols.
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Third party contractors/vendors who require access to Confidential Data/Information collected and retained by the District
will be informed of relevant Board policies that govern access to and use of Information B TechnologyiResources, including
the duty to safeguard the confidentiality of such data/information.

Failure to adhere to this Policy and its related administrative guidelines may put data/information collected and
reteinte_tajn_eﬂ by the District at risk. Employees who violate this policy and/or Mmmﬂ

jmpesed: up to and Includlng termmatlon of employment and/or referral to Iaw enforcement Students who violate this
Policyand/or- od administrative guidelines. will.be disclplined s e aetion; up to and
lncludlng expulsion and/or referral to law enforcement. KSJContractors/vendorsEE'ﬂﬂhd who vlolate thls Policy and/or 3
may face termination of their business relat[onshlps wlth and/or legal action by the
District. END-OF-OPFION Parents and visitors who violate this Policy and/or TguidellnesAss may
be denied access to the District'siinformation &8 Technology Resources.

The Superintendent shall conduct (-en-annuet (K ) a periodic LENB-OF-OPTFIONT assessment of risk related to the access
to and security of the data/information collected and retained by the District.

© Neola 20273
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Book Policy Manual

Section April 2024-Ready for Board

Title Vol. 41, No, 2 - Technology Update - January 2023 Revised INFORMATION
MANAGEMENT

Code po8315

Status

Adopted February 12, 2009

Revised Policy - Vol. 41, No, 2

8315 - INFORMATION MANAGEMENT

The Board of Education recognizes its responsibility, in certain circumstances, to maintain information created, maintained,
or otherwise stored by the District outside the "Records Retention Schedule” in AG 8310A. In such situations, a "Litigation
Hold" procedure will be Lsedutiized to identify and preserve information relevant to a specific matter. "Information”
includes both paper documents and electronically stored information ("ESI"). When implementing the "Litigation Hold," the
District will identify individuals in possession or custody of paper documents, ESI, and electronic media containing ESI, and
inform them of their obligation to preserve the documents and ESI ocutside the "Records Retention Schedule” in AG 8310A.
The District will also identify third parties with custody or control over paper documents, ESI, or electronic media storing
ESI, and request them to preserve that information. All information falling within a "Litigation Hold," which is under the
control of the District, must be preserved in a readily accessibie form and cannot be disposed of under the "Records
Retention and Disposal" requirements of AG 8310E. Failure to comply with a Litigation Hold notice (K ) may shalt
END-OF-OPTION result in diseiphnary-actionfliscipling, up to and including possible termination.

Instances where the Board must maintain information outside the "Records Retention Schedule” in AG 8310A include:

A. when the Board has specific information and/or written notice from &,p uardlan;,student,.or person
hnmmﬂmﬂmmmmm—pmmwhm of an Intent to file an appeal of student

discipline to State court;

B. when the Board has specific Information and/or written notice that litigation is imminent even though the litigation
has not yet been flled in Federal or State court;

C. when the Board Is served with litigation including, but not limited to, notice of a lawsuit in Federal or State court, or
notice of a student disciplinary appeal to State court;

D. when the Board receives specific information and/or written notification from an employee, labor union, or other
person of an intent to file a claim against the Board, its members, employees, or agents at an administrative agency
such as the Equal Employment Opportunity Commission, Ohio Clvll Rights Commisslon State Employment Relatlons
Board, U S. Department of Education Office for Civil Rights, Dhio Depz : -

sslonal Conduct,JState Personnel Board of Review, or a Civil Service Commission regardmg
a claim agalnst the Board, its members, employees, or agents;

E. when the Board receives specific information and/or written notification from an administrative agency such as the
Equal Employment Opportunity Commission, Ohio ClVlI Rrghts Commlsswn, State Empleyment Relations Board, U.S.
Department of Education Office for Civil Rights, : W

Professional Conduct, jState Personne! Board of Review, or a Civil Service Commission regarding a claim
Eledlagainst the Board, its members, employees, or agents;

F. when the Board receives written notification from a third party requesting that the Board maintain information that
could be at Issue in litigation or potential litigation [nyolvingegainst that third party;

G. when the Superintendent recommends the termination of an employee to the Board pursuant to R.C. 3319.16 and
R.C. 3319.081, R.C. Chapter 124, or a labor contract;
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H. when the Board explores, contemplates, or initiates litigation.

Definitions

"Documents” includes, but is not limited to, writings, drawings, graphs, charts, photographs, blueprints, sound/audid

e

tecordings, Images..video recordings/-recordings—mages and other data or data compilations stored in any medium from
which information can be obtained or translated if necessary.

*Elactronic media” includes, but is not limited to, tomputer’hard drives (including portable hard disk drives "HDD's"), floppy
drives, disaster recovery media, and storage media (including DVD's, CD's, floppy discs, Zip discs/drives, Jazz discs/drives,
USB memory drives, jump disc/drives, flash discs/drives, keychain discs/drives, thumb discs/drives, smart cards, microfilm,
backup tapes, cassette tapes, cartrldges etc ) accessed used, and/or stored on/m/through the followmg Iocations
networks and servers' ; T : Vi

Initiation and Removal of a "Litigation Hold"

The Board or the Superlntendent may Inltiate a "Litigation Hold" under this policy. If the Superintendent initiates a
"Litigation Hold," or the Board's legal counsel will notify the Board of the reason the Litigation Hold
was instituted and its scope. When implementing a Litigation Hold, the Board or Superintendent (¥ ) may -witt
END-OF-OPTFION utilize an Electronically Stored Information Team ("ESI Team"). The Board's legal counsel shall be
involved in the implementation of the "Litigation Hold Procedure™ outlined in AG 8315.

A "Litigation Hold" shall remain in place until removedfwithdrawr by the Board. A "Litigation Hold" may be removed when
the litigation or administrative agency matter has been resclved or can no longer be initiated. Any information maintained
under this policy shall fall back under the "Records Retention Schedule® in AG 8310A once the "Litigation Hold" is

removedfwithdrawn.
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The Superintendent shall develop administrative guidelines outlining the procedures to be followed by Board members and
employees when Initiating and implementing a "Litigation Hold." This policy and its related administrative guidelines shall
be posted and distributed in the manner described in AG B8315.
© Neola 200823
Legal F.R.C.P. 34, 37(f)
O.R.C.P. 34, 37(F)
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Section April 2024-Ready for Board

Title Vol. 41, No. 2 - Technology Update - January 2023 Revised ADVERTISING AND
COMMERCIAL ACTIVITIES

Code p09700.01

Status

Adopted November 1, 1986

Revised Policy - Vol, 41, No, 2

9700.01 - ADVERTISING AND COMMERCIAL ACTIVITIES

The purpose of this policy is to provide guidelines for the appropriate and inappropriate use of advertising or promoting of
commercial products or services to students and parents in the schools.

"Advertising” comes in many different categories and forums and is defined as an oral, written] or graphic statement made
by the producer, manufacturer, or seller of products, equipment, or services which calls for the public's attention to arouse a
desire to buy, usef or patronize the product, equipment, or services. This includes the visible promotion of product logos for
other than identification purposes. Brand names, trademarks, Iogosi or tags for product or service identification purposes
are not considered advertising.

an s da -0 . S - w1r - - - -
AL TRCAN LA LA M AT 1L AN AN LA AL LA At T A L AR A e e

¥ 1 [OPFION-#2}

The Board of Education may permit advertising in School District facilities or on School District property in the following
categories or forums in accordance with the guidelines set forth herein:

A. (i ) Product Sales:

1. (B ) product sales benefiting a district, school, or student activity {e.g., the sale of beverages or food within
schools);

2. (B ) exclusive agreements between the District and businesses that provide the businesses with the exclusive
right to sell or promote their products or services in the schools {e.g. pouring rights contracts with soda

companies);

3. (R ) fundralsing activities {e.g., short-term sales of gift wrap, cookles, candy, etc.) to benefit a specific
student population, club, or activity where the school receives a share of the profits.

B. (H )} Direct Advertising/Appropriation of Space:

1. (B ) signage and billboards in schools and school facilities;
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2. (H } corporate logos or brand names on school equipment {e.g., marquees, message boardsj or score
boards);

3. (K ) ads, corporate logos, or brand names on book covers, student assignment books, or posters;
4, (¥ ) ads In school publications (newspapers and yearbocks and event programs);
5. (¥ ) media-based electronic advertising (e.g., Channel One or Internet or web-based sponsorship);
6. (¥ } free samples (e.qg., of food or personal hygiene products).

C. (¥ ) Indirect Advertising:

1. () corporate-sponsored instructional or educational materials, teacher training, contests, incentives,
grantsy or gifts;

2. () the Board approves the use of instructional materials developed by commercial organizationsy such as
films and videos] only if the education value of the materials outweighs their commercial nature.

The films or materisimatenal§ shall be carefully evaluated by the school principal for classroom use to
determine whether the films or materials contain undesirable propaganda and are in compliance with the
guidelines as set forth above.

It is further the policy of the Board that its name, students, staff members, and District facilities shall not be used for any
commercial advertising or otherwise promoting the interests of any commercial, political, nonprofit] or other non-school
agency or organization, public or private, without the approval of the Board or its designee.

Any commercial advertising shall be structured in accordance with the General Advertising Guidelines set forth below.
General Advertising Guidelines

The following guidelines shall be followed with respect to any form of advertising on school grounds|or.school property. {0}

A. (H ) When working together, schools and businesses must protect educational values. All commercial or corporate
involvement should be consistent with the District's educational standards and goals.

B. (¥ ) Any advertising that may become a permanent or semi-permanent part of a school requires prior approval of
the Board.

C. (§ ) The Board reserves the right to consider requests for advertising in the schools on a case-by-case basis.
D. (B ) No advertisement shall promote or contain references to alcohol, tobacco, drugs, drug paraphernalia, weapons,
or lewd, vulgar, obscene, pornographic or illegal materials or activities, gambling, violence, hatred, sexual conduct

or sexually explicit material, X or R rated movies, or gambling aids.

E. (E) No advertisement shall promote any specific religion or religious, ethnic or racial group, political candidate or
ballot issuej and shall be non-proselytizing.

F. (H ) No advertisement may contain libelous material.

https://go.boarddocs.com/oh/coshe/Board.nsf/Private ?open&login#

213



4/15/24, 9:39 AM BoardDocs® PL

G.

Q.

(¥-) No advertisement may be approved which would tend to create a substantial disruption in the school
environment or inhibit the functioning of any school.

. (] ) No advertisement shall be false, misieading; or deceptive.

. (¥ ) [x)[To the extent Teasible, each ENB-OF-OPFEONEach advertisement must be reviewed in advance for age

appropriateness.

. (¥ ) Advertisements may be rejected by the School District if determined to be inconsistent with the educational

objectives of the School District, inappropriate, or inconsistent with the guidelines set forth in this policy.

. (B ) Al corporate support or activity must be consistent with the Board's policies prohibiting discrimination on the

basis of race, color, national origin, religion, sex, disability, or age, and must be age-appropriate.

. (¥ ) Students shall not be required to advertise a product, service, company} or industry.
. (B ) Advertising will not be permitted on the outside or the inside of school buses.

. (ﬁ ) The Superlntendent or deslgnee is responslble for screenlng all advenlsingm“ﬂﬁssﬂmﬁw

ez
i_l. il; -m|‘. ',|1

. (B ) The Superintendent or designee may require that samples of advertising be made available for inspection.

. (B } The mclusmn of advertisements in School District publications, in School District facilities, or on soboeh

property does not constitute or imply approval and/or endorsement of any product, service,
organization, or activity.

(¥ ) Final discretion regarding whether to advertise and the content and value of the materials will be with the
Board.

In addition to the guidelines set forth in this policy, the Superintendent shall prepare administrative guidelines addressing
the Criteria for Commercial Messages and the process by which advertising shall be accomplished. (See AG 97008B. }

Accounting

Advertising revenues must be properly reported and accounted for.
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